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Overview

We study adversarial robust-
ness in interpolating classitiers
in presence of label noise.

Main Result

Theorem (Informal): Any classifier that interpo-
lates training data with uniform label noise, has large
adversarial risk when the training set size m is large.
Formally, with label noise 7, we have

Radvo(f, 1) > const. > 0

for f trained on x1,...,Xx,, ~ L.

Label noise is ubiquitous in real
world datasets e.g. CIFAR-10.
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Let N be the covering number of Support (u).
Our result holds for dataset set size m > — 1f7g 2
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Proof Sketch:

Observation 1: If a ||-||-ball of radius §
ball is vulnerable.

Q: Does fitting label noise hurt
adversarial accuracy?

contains a noisy point, the entire

Observation 2: The expected number of noisy training points is 7m; how-
ever a priori those could be anywhere in Support (p).

Our Contribution Improve
upon existing work [1]:

Give a sharper characterisation of
how interpolating label noise causes
large adversarial risk for sufficient
sample size.

Key lemma: Can always find a set of ||-||-
balls of radius p covering a significant por- / ree
tion of u, with each of the balls having a \‘
large enough density of L.

When m is large enough, with high probabil- .\ “%:: 0 |
ity, each chosen |- ||-ball will contain noisy la- \ Booo
bels, resulting in adversarial risk. N

Mathematical notation and setting Tightness in sample size

Data Distribution 1 on R? with norm |[|-|. Theorem (Informal) For arbitrary interpolators

: . e v d . . . ‘
Ground truth binary classifier f*: R — {0, 1} [ on arbitrary distributions p on RY, no guarantees
Adversarial risk of a classifier f with regards

to balls of radius p possible unless m is exponential in d.

Raavo(fo 1) = Pxwp [Tz € By(x), f5(x) # f(z))]. Proof Sketch: Let f* be the thres;lcl)ld clissifier T {x >%} Sample
Z1, ..., Zn, from the unit sphere S“7* C R® with label noise 7.

B — x| < p. : : : S
where z € B,(x) means ||z — x|| < p For m < [1.017], there is an interpolator with adversarial risk o(1).

Setting: Adversarial risk in interpolation
5 P Q: What about empirical results regarding required sample size ?

regime under uniform label noise

Dataset of size m sampled uniformly from 4. Empirically, much smaller sample size required for large adversarial risk.

Label the dataset with f and flip each label with
probability 7).

Classifier f obtains zero training error on this , . . .
dataset. Inductive bias affects adversarial risk

Theorem (Informal) For any p, there exists
model classes H, C such that for m = © (%)

All interpolators /i € H suffer constant Raqy ,(h, ).

Q: Can we lower bound
RAdV,p(fa :uy?

Exists interpolators ¢ € C with vanishing R, ,(c, ).

[llustration ot C below.
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